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https://docs.google.com/forms/d/e/1FAIpQLSftwrAj7j5k_uDk_GLcv8K9v3_afkB4XiY_Z_TiOfrU4Cp4kg/viewform
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1.RISKIEST ASSUMPTION What is the riskiest 
assumption you want to validate? 

2.FALSIFIABLE HYPOTHESIS Declare the 
expected outcome beforehand. 

3.EXPERIMENT SETUP What is the prototype 
you will use to test with? What are the 
important variables and metrics? Is it 
quantitative or qualitative?

4.RESULTS Enter the qualitative and/or 
quantitative data resulting from your 
experiment.

5.CONCLUSION Did your result validate or 
invalidate the hypothesis? What did you 
learn?

6.NEXT STEPS Do you need to iterate or 
pivot?
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How might we use Telstra’s core network to create new solutions 
leveraging these capabilities to add value to our customers? 

Build data architecture that is reusable, 
modular and cloud-based

Use network data to resolve challenges 
customers have with lack of visibility

Leverage unique advantages of access to the 
network for a ‘Better on Telstra’ experience

See the portal for full problem statement

https://telstra.brightidea.com/ct/c.bix?c=40524A90-F8D7-11EC-9108-0ED01801AD15


Telstra’s core network is extensive, with deep configuration options available across bandwidth, latency, 
and prioritisation along with valuable data available for the services connected to us around, location, 
connection status, coverage data, device type, usage patterns and more. 

How might we use Telstra’s core network to create new solutions leveraging these capabilities to add 
value to our customers? 

• Use network data to resolve challenges customers have with lack of visibility 
• Leverage network capabilities to enhance how businesses can operate within niche environments 
• Data architecture that is reusable, modular and cloud-based 
• Design improved connectivity experiences for applicable customer journey touchpoints and/or use 
cases 
• Focus on solutions that include automation and APIs to drive new behaviours 
• Explore opportunities that could have direct customers along with B2B2X applications 

• Leverages unique advantages of access to the network for a ‘Better on Telstra’ experience 
• Customer or Business have flexibility to control scenarios based on need 
• New value is created for one or more industry verticals 
• Solution can be monetised, such as through a consumption driven API 
• Complements existing product roadmaps



Optimised Products for 5G Monetisation
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Realising the opportunity will require out of the box thinking



How might we leverage Telstra first party data to help other 
organisations combat fraud, crime and misconduct?

https://telstra.brightidea.com/ct/c.bix?c=40524A90-F8D7-11EC-9108-0ED01801AD15


Telstra has already deployed advanced capabilities for proactively preventing fraud, such as blocking 
scam phone calls & SMSs, preventing the spread of malware, and stopping fraudulent orders of mobile 
handsets. This is possible through the use of First Party Data, relating to Telstra’s network and customers.

This same data has the potential to help other organisations in Australia combat fraud, such as banks, 
eCommerce providers or retailers. Telstra First Party Data could be accessed through APIs, and integrated 
into these organisations existing fraud solutions, or be used to build entirely new applications.

How might we leverage Telstra first party data to help other organisations combat fraud, crime and 
misconduct?

• Use customer, calling, SMS or location data to limit or prevent fraudulent activities
• Algorithms or technology which ensure high success rate & minimise real customer impact
• Data architecture that is reusable, modular and cloud-based
• Identify or suppress available attack vectors
• Designed for applicable customer journey touchpoints

• Stopping 1000’s of fraudulent activities or identity crimes before they occur
• Reduces scams and bad debt by $x000s
• Customer or Business have flexibility to control scenarios based on need
• New value is created through cross-industry data sharing (i.e. fraud which previously Telstra or the 

other organisation couldn’t detect, is now able to be detected by these organisations sharing data).
• Solution can be monetised, such as through a consumption driven API
• Not solving for existing roadmap items of the T Protect mission (to be shared during briefings)
• Indicator



This what Telstra is already doing, and many are internally focussed. Let's see how we and build new 
innovative solutions for the broader industry!

https://exchange.telstra.com.au/blocking-scam-text-messages-before-they-even-reach-you/

https://exchange.telstra.com.au/tag/cleaner-pipes/

https://www.telstra.com.au/support/mobiles-devices/phone-sms-scams

https://exchange.telstra.com.au/what-is-porting-fraud-sim-swap-telstra/

https://exchange.telstra.com.au/blocking-scam-text-messages-before-they-even-reach-you/
https://exchange.telstra.com.au/tag/cleaner-pipes/
https://www.telstra.com.au/support/mobiles-devices/phone-sms-scams
https://exchange.telstra.com.au/what-is-porting-fraud-sim-swap-telstra/
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http://anthillonline.com/the-art-of-the-pitch-antony-gaddie-on-how-to-create-a-lasting-first-impression-and-boost-your-business-operations-in-three-simple-sentences/
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